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1 - CSIRT - Computer Security Incident Response Team

2 - EKT - Enotna kontaktna tocka

3 - PNO - Pristojni nacionalni organ

4 - BS - Banka Slovenije

5 - IID - InSpekcija za informacijsko druzbo

6 - JACLRS - Javna agencija za civilno letalstvo Republike Slovenije

7 - URSIV - Uprava Republike Slovenije za jedrsko varnost

8 - PNOKI - Pristojni nacionalni organ za kriti¢no infrastrukture

9 - IP - Informacijski pooblas¢enec

10 - OHG - Organ za hibridne groznje

11 - UVTP - Urad za varovanje tajnih podatkov

12 - SNAV - Svet za nacionalno varnost

13 - UKOM - Urad Vlade za komuniciranje

14 - MZEZ - Ministrstvo za zunanje in evropske zadeve

15 - NKZVDUIKY - Nacionalni koordinator za zunanje vidike digitalizacije, umetne inteligence in
kibernetske varnosti

16 - URSIV - Urad Vlade Republike Slovenije za informacijsko varnost

17 - NCOKV - Nacionalni certifikacijski organ za kibernetsko varnost

18 - NCC-SI - Nacionalni koordinacijski center za kibernetsko varnost

19 - NKV - Nacionalno kibernetsko vozllisée

20 - POOKIVRK - Pristojni organ za obvladovanje kibernetskih incidentov velikih razseznosti in kriz

21 - Izvaja tudi naloge koordinatorja za usklajeno razkrivanje ranljivosti

22 - VOC MO - Varnostno-operativni center Ministrstva za obrambo

23 - VOC MNZ - Varnostno-operativhi center Ministrstva za notranje zadeve

24 - VOC MDP - Varnostno-operativni center Ministrstva za digitalnoe preobrazbo

—p / 4P smer prigladanja / poroéanja / komunikacije / obves¢anja / nadzora
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1 - CSIRT - Computer Security Incident Response Team / e

2 — SCP - Single Contact Point

3 - CNA - Competent National Authority

4 - BS - Bank of Slovenia

5 - ISI - Information Society Inspectorate

6 - CAARS - Civil Aviation Agency of the Republic of Slovenia

7 - NSARS - Nuclear Safety Administration of the Republic of Slovenia

8 - CNCIA - Competent National Critical Infrastructure Authority

9 - IC - Information Commissioner

10 - HTA - Hybrid Threat Authority

11 - GOPCI - Government Office for the Protection of Classified Information

12 - NSC - National Security Council

13 - GCO - Government Communication Office

14 - MFEA - Ministry of Foreign and European Affairs

15 — NCEADAIC - National Coordinator for External Aspects of Digitalisation, Artificial Intelligence and
Cybersecurity

16 - GISO - Government Information Security Office

17 - NCCA - National Cybersecurity Certification Authority

18 - NCC-SI - National Cybersecurity Coordination Centre

19 - NCH - National Cyber Hub

20 - LSCICMA - Large-scale Cyber Incidents and Crises Management Authority

21 - Also acts as the national coordinator for coordinated vulnerability disclosure

22 - SOC MoD - Security Operations Centre at Ministry of Defence

23 - SOC Mol - Security Operations Centre at Ministry of the Interior

24 - SOC MDP - Security Operations Centre at Ministry of Digital Transformation

—p |/ 4P direction of notification / reporting / communication / information f control




