Obrazlozitev posebnega dela - 2026

Obrazlozitve sprememb proracuna za leto 2026

1544 - Urad Vlade Republike Slovenije za informacijsko
varnost

Poslanstvo predlagatelja finan¢nega nacrta

Osnovno poslanstvo Urada Vlade Republike Slovenije za informacijsko varnost (URSIV) kot
pristojnega nacionalnega organa za informacijsko/kibernetsko varnost je dvig odpornosti na kibernetske
groznje, ki lahko ogrozijo posameznike, podjetja, drzavne organe in druzbo v celoti.

Delovanje predlagatelja finan¢nega nacrta prispeva k doseganju ciljev naslednjih
podprogramov, programov in politik

e 05-ZNANOST IN INFORMACIJSKA DRUZBA
o 0505 - Informacijska druzba in elektronske komunikacije
= 050505 - Informacijska in kibernetska varnost

Proracunski uporabniki znotraj predlagatelja finanénega nacrta
e 1544 - Urad Vlade Republike Slovenije za informacijsko varnost

Proracunski uporabniki ter njihovi neposredni u¢inki

1544 - Urad Vlade Republike Slovenije za informacijsko varnost

Oris proracunskega uporabnika

Urad Vlade Republike Slovenije za informacijsko varnost (URSIV) je bil kot samostojna vladna sluzba
vzpostavljen 20. 7. 2021 in pricel z delovanjem 31. 7. 2021, ko je prevzel naloge Uprave Republike
Slovenije za informacijsko varnost. Dne 23. 5. 2025 je bil sprejet nov Zakon o informacijski varnosti -
ZInfV-1 (Uradni list RS, §t. 40/25), ki v nacionalni pravni okvir prenasa Direktivo 2022/2555/EU
Evropskega parlamenta in Sveta z dne 14. 9. 2022 o ukrepih za visoko skupno raven kibernetske
varnosti v Uniji, spremembi Uredbe (EU) §t. 910/2014 in Direktive (EU) 2018/1972 ter razveljavitvi
Direktive (EU) 2016/1148 (direktiva NIS 2). Naloge URSIV podrobno opredeljuje 10. ¢len novega
zakona.

URSIV kot pristojni nacionalni organ za informacijsko varnost povezuje deleznike v nacionalnem
sistemu informacijske in kibernetske varnosti ter na strateski ravni koordinira operativne zmogljivosti
v sistemu. Posebno pozornost posveca zavezancem po ZInfV-1 iz skupine bistvenih subjektov v visoko
kriti¢nih sektorjih energije, prometa, bancnistva, infrastrukture financnega trga, zdravja, pitne vode,
odpadne vode, digitalne infrastrukture, upravljanja storitev IKT, javne uprave in vesolja, zavezancem
po ZInfV-1 iz skupine pomembnih subjektov v kriti¢nih sektorjih postne in kurirske storitve, ravnanje
z odpadki, izdelava, proizvodnja in distribucija kemikalij, pridelava, predelava in distribucija zivil,
proizvodnja razli¢nih proizvodov, digitalni ponudniki, raziskave in lokalna samouprava. URSIV izvaja
naloge enotne kontaktne tocke za zagotavljanje Cezmejnega sodelovanja z ustreznimi organi drugih
drzav ¢lanic EU in z evropsko mreZo skupin CSIRT ter druge naloge mednarodnega sodelovanja. Prav
tako izvaja tudi naloge nacionalnega certifikacijskega organa za kibernetsko varnost. Znotraj URSIV
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sta organizirana vladni odzivni center za kibernetsko varnost SIGOV-CERT in nacionalni
koordinacijski center za kibernetsko varnost NCC-SI. Z lastno inSpekcijsko sluzbo izvaja nadzor nad
izvajanjem ZInfV-1. URSIV obvesca vlado, Svet za nacionalno varnost (SNAV) in osrednji organ za
odzivanje na hibridne groznje v primerih kriti¢nih incidentov ali ¢e obstaja kriticna ocena ogrozenosti.
S tem je URSIV umescen v sistem nacionalne varnosti.

05 - ZNANOST IN INFORMACIJSKA DRUZBA
0505 - Informacijska druzba in elektronske komunikacije
050505 - Informacijska in kibernetska varnost

Opis podprograma
Informacijska in kibernetska varnost je za nemoteno delovanje moderne druzbe izredno pomembna in
kot taka eden najpomembnejSih integralnih delov zagotavljanja nacionalne varnosti. V okviru

podprograma se oblikujejo politike in ukrepi za dvig odpornosti na kibernetske groznje ter s tem
zagotavljanje visoke ravni informacijske in kibernetske varnosti.

Ukrepi
1544-21-0001 - Delovanje Urada Vlade RS za informacijsko varnost

Opis ukrepa

Z izvajanjem ukrepa se bo zagotavljalo kadrovske in materialne vire za delovanje Urada Vlade RS za
informacijsko varnost.

Izhodisc¢a in kazalniki na katerih temeljijo izracuni in ocene pravic porabe

Z izvajanjem ukrepa se bo zagotavljalo kadrovske in materialne vire za delovanje Urada Vlade RS za
informacijsko varnost.

Pravne podlage

Oznaka Naziv
ZInfV Zakon o informacijski varnosti

Neposredni uéinki

C7746 - Mednarodna umestitev URSIV
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Polna operativna zmogljivost URSIV po vseh kljuénih sektorjih je izrednega pomena za zagotavljanje
kibernetske varnosti na nacionalni ravni. URSIV je pristojni nacionalni organ po Zakonu o
informacijski varnosti, ki koordinira celotno delovanje sistema kibernetske varnosti na drzavni ravni,
razvija zmogljivosti za izvajanje kibernetske obrambe, sodeluje z organi in organizacijami, ki delujejo
na podroc¢ju informacijske varnosti, zavezancem nudi strokovno pomoc in krepi odpornost z izvajanjem
preventivnih dejavnosti, pripravlja predloge predpisov s podrocja informacijske in kibernetske varnosti
ter izvaja Se Stevilne druge naloge, ki so z vidika kibernetske varnosti na nacionalnem nivoju klju¢nega
pomena. Z razsiritvijo kroga zavezancev in novimi nalogami, ki jih je z novim zakonom o informacijski
varnosti ZInfV-1 prinesla implementacija dolocb direktive NIS 2 v nacionalno zakonodajo, se bo pomen
stalnega vzdrZevanja operativne zmogljivosti URSIV $e povecal, kar tudi pomeni, da bo potrebno stalno
vzdrzevanje oziroma tudi nadgradnja njegovih kadrovskih in operativnih zmogljivosti. V zadnji letih se
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je kadrovska zasedba URSIV nekoliko okrepila, vendar pa stanje $e vedno ni zadovoljivo, saj URSIV
nima niti odobrene realizacije predhodno nacrtovanih kvot za zaposlitve niti ni upoStevano povecanje
kvot zaradi prevzemanja zgoraj opisanih novih nalog.

Na mednarodni ravni je ¢lanstvo URSIV v organizacijah znotraj EU in zvezi Nato, kot tudi v
Organizaciji za varnosti in sodelovanje (OVSE) in Organizaciji zdruzenih narodov (OZN) pomembno
za uspesno mednarodno sodelovanje Republike Slovenije na podro¢ju kibernetske varnosti. Slovenija
je aktivna v Agenciji EU za kibernetsko varnost ENISA in Evropskem kompetenénem centru za
kibernetsko varnost ECCC. V okviru ¢lanstva v EU in obveznosti Se iz NIS 1 direktive je Slovenije
dolzna aktivno sodelovati v NIS skupini za sodelovanje in njenih podskupinah ter mrezi CyClone, po
novem pa tudi v delovnih skupinah mreze nacionalnih koordinacijskih centrov za kibernetsko varnost
znotraj ECCC. Za uspesno izvajanje vseh omenjenih mednarodnih aktivnosti, kot tudi za aktivnosti na
nacionalni ravni, ki jih nalaga ZInfV-1, mora URSIV pospesiti pridobivanje kvalitetnih ¢loveskih virov.
Obrazlozitev prispevka k nadrejenemu cilju (rezultatu) Umestitev URSIV v mednarodne organizacije,
ter njena kadrovska popolnitev je nujna z vidika izvajanja vseh z ZInfV-1 nalozZenih nalog. Oboje
pozitivno vpliva na cilj/rezultat polno delovanje organov informacijske varnosti. Kazalnik mednarodne
umescenosti je bil dosezen, prepoCasno pa je doseganje kazalnika Stevilo zaposlenih (kadrovska
popolnitev) glede na Ze obstojece, Se bolj pa na dodatne nove naloge URSIV.

Kazalniki

Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
110632 - Umescenost v EU-ENISA 1 2019 1,00 2020 1,00 1,00
in NATO-CDC. 2021 1,00
2022 1,00 1,00
2023 1,00 1,00
2024 1,00 4,00

2025 1,00

2026 1,00

2027 1,00

ObrazloZitev sprememb ciljnih vrednosti na kazalniku 110632 - Umescenost v EU-ENISA in
NATO-CDC.

URSIV je umescen v organizacije na EU in NATO ravni.

C8670 - Kadrovska popolnitev URSIV
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Polna operativna zmogljivost URSIV po vseh klju¢nih sektorjih je izrednega pomena za zagotavljanje
kibernetske varnosti na nacionalni ravni. URSIV je pristojni nacionalni organ po Zakonu o
informacijski varnosti, ki koordinira celotno delovanje sistema kibernetske varnosti na drzavni ravni,
razvija zmogljivosti za izvajanje kibernetske obrambe, sodeluje z organi in organizacijami, ki delujejo
na podroc¢ju informacijske varnosti, zavezancem nudi strokovno pomoc in krepi odpornost z izvajanjem
preventivnih dejavnosti, pripravlja predloge predpisov s podrocja informacijske in kibernetske varnosti
ter izvaja Se Stevilne druge naloge, ki so z vidika kibernetske varnosti na nacionalnem nivoju klju¢nega
pomena. Z razsiritvijo kroga zavezancev, ki ga bo v prihodnje prinesla implementacija dolocb direktive
NIS 2 v nacionalno zakonodajo, se bo pomen stalnega vzdrZzevanja operativne zmogljivosti URSIV Se
povecal, kar tudi pomeni, da bo potrebno stalno vzdrzevanje oziroma tudi nadgradnja njegovih
kadrovskih in operativnih zmogljivosti. Ob tem je bil URSIV dolocen $e kot nacionalni kompetenéni
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center na podroc¢ju kibernetske varnosti, za katerega delovanje bodo prav tako nujno potrebe nadaljnje
kadrovske krepitve. V letu 2022 se je kadrovska zasedba URSIV okrepila, vendar pa Se vedno stanje ni
zadovoljivo, saj URSIV nima niti odobrene realizacije predhodno nacrtovanih kvot za zaposlitve, niti
ni uposStevano povecanje kvot zaradi prevzemanja zgoraj opisanih novih nalog. Na mednarodni ravni je
¢lanstvo URSIV v Evropsko uniji (EU) in zvezi Nato, kot tudi v Organizaciji za varnosti in sodelovanje
(OVSE) in Organizaciji zdruzenih narodov (OZN) pomembno za uspe$no mednarodno sodelovanje
Republike Slovenije na podrocju kibernetske varnosti. Slovenija je aktivna tudi v ENISA (Agencija EU
za kibernetsko varnost), ki se je z novim stalnim mandatom okrepila in postala Se bolj aktivna. V okviru
¢lanstva v EU in obveznosti iz NIS direktive, je Slovenije dolzna aktivno sodelovati v NIS skupini za
sodelovanje in njenih podskupinah ter mrezi CyClone. Za uspeSno izvajanje vseh omenjenih
mednarodnih aktivnosti, kot tudi za aktivnosti na nacionalni ravni, ki jih nalaga ZInfV, mora URSIV
pospesiti pridobivanje kvalitetnih ¢loveskih virov. Ustrezna kadrovska popolnitev za izvajanje vseh
nalog URSIV bo pozitivno vplivala na rezultat polno delovanje organov informacijske varnosti.

Kazalniki

Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
110631 - Stevilo URSIV &t 2019 8,00 2020 17,00 11,00
zaposlenih zaposlenih 2021 11,00
2022 31,00 21,00
2023 30,00 30,00
2024 40,00 33,00

2025 36,00

2026 0,00

2027 0,00

112667 - Stevilo URSIV &t oseb 2024 34,00 2025 36,00

zaposlenih URSIV 2026 46,00

2027 50,00

ObrazloZitev sprememb ciljnih vrednosti na kazalniku 110631 - Stevilo zaposlenih

Kazalnik se ne uporablja vec.

ObrazloZitev sprememb ciljnih vrednosti na kazalniku 112667 - Stevilo zaposlenih URSIV
Kadrovske okrepitve zaradi novih obveznosti URSIV po ZInfV-1.

Opisi kazalnikov

Kazalnik Opis
110631 Stevilo zaposlenih na URSIV.
112667 Stevilo zaposlenih oseb v URSIV.

C8672 - Polno delovanje URSIV
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Polna operativna zmogljivost URSIV za izvajanje vseh nalog po ZInfV-1 bo dosezena postopno z
ustrezno kadrovsko popolnitvijo, tehni¢no opremljenostjo, usposabljanjem zaposlenih in zagotovitvijo
virov za izvedbo nacionalnih in mednarodnih projektov na podroc¢ju kibernetske varnosti. Polno
izvajanje vseh nalog URSIV bo pozitivno vplivalo na dvig ravni kibernetske varnosti v Republiki
Sloveniji.
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Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
112668 - Izvajanje nalog po URSIV % 2024 70,00 2025 75,00
ZInfV 2026 80,00
2027 85,00

Obrazlozitev sprememb ciljnih vrednosti na kazalniku 112668 - Izvajanje nalog po ZInfV
URSIV bo s kadrovsko in finan¢no okrepitvijo, ki jo zahtevajo obstojece in nove naloge po ZInfV-1
postopoma dosegel polno (100%) izvajanje nalog po ZInfV-1.

Opisi kazalnikov

Kazalnik Opis
112668 Izvajanje vseh nalog, ki jih ima URSIV po ZInfV.

1544-21-0002 - Izvajanje nalog URSIV

Opis ukrepa

Znotraj ukrepa se bodo zagotavljala sredstva za izvajanje nalog Urada Vlade RS za informacijsko
varnost in sicer sofinanciranje projektov in aktivnosti za izboljSanje stanja na podrocju
informacijske/kibernetske varnosti. Ukrep vkljucuje tudi sodelovanje v mednarodnih projektih (kot npr.
Varni internet), sodelovanje z javnim zavodom Arnes pri projektih osve$€anja za vecjo
informacijsko/kibernetsko varnost.

Izhodisc¢a in kazalniki na katerih temeljijo izracuni in ocene pravic porabe

Znotraj ukrepa se bodo zagotavljala sredstva za izvajanje nalog Urada Vlade RS za informacijsko
varnost in sicer sofinanciranje projektov in aktivnosti za izboljSanje stanja na podrocju
informacijske/kibernetske varnosti. Ukrep vkljucuje tudi sodelovanje v mednarodnih projektih (kot npr.
Varni internet), sodelovanje z javnim zavodom Arnes pri projektih osve$¢anja za vecjo
informacijsko/kibernetsko varnost.

Pravne podlage

Oznaka Naziv
ZInfV Zakon o informacijski varnosti

Neposredni uéinki

C7747 - Ozave$canje ciljnih skupin

Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)
Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Znotraj ukrepa se bodo zagotavljala sredstva za sofinanciranje projektov in aktivnosti za izboljSanje
stanja na podrocju informacijske/kibernetske varnosti. Ukrep vkljucuje izvedbo vaj, tekmovanj,
konferenc, delavnic in programov ozavescanja za razli¢ne ciljne skupine.
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Kazalniki

Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
110633 - Izvedene vaje, konference Stevilo 2019 1,00 2020 1,00 5,00
in programi ozavescanja 2021 8,00
2022 3,00 4,00
2023 3,00 14,00
2024 4,00 8,00

2025 5,00

2026 6,00

2027 6,00

ObrazloZitev sprememb ciljnih vrednosti na kazalniku 110633 - Izvedene vaje, konference in
programi ozaves¢anja

Predvidoma bodo izvedene dve NATO in ena nacionalna vaja, dve tekmovanji in ena konferenca.

Opisi kazalnikov

Kazalnik Opis
110633 Stevilo vaj, konferenc, delavnic in programov ozave$¢anja, pri izvedbi katerih sodeluje URSIV.

C8671 - Projekti kibernetske varnosti
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

URSIV Ze sodeluje v nekaterih nacionalnih in mednarodnih projektih na podrocju kibernetske varnosti.
Stevilo projektov bo s polno operativnostjo Nacionalnega koordinacijskega centra za kibernetsko
varnost NCC-SI $e naraslo. URSIV bo na ta nacin slovenskim deleznikom pomagal pri pridobivanju
EU sredstev, prav tako pa bo tudi sam pridobil dodatne vire za izvedbo svojih aktivnosti za podporo
izobrazevanja in usposabljanja ter RRI na podroc¢ju kibernetske varnosti.

Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
112671 - Sodelovanje v URSIV st.projektov 2023 1,00 2025 4,00
projektih 2026 5,00
2027 5,00

Obrazlozitev sprememb ciljnih vrednosti na kazalniku 112671 - Sodelovanje v projektih

Predvidoma bodo v izvajanju projekti Endurance, Akadimos, Aliens-SOC, SECIS in En-SOC.

Opisi kazalnikov

Kazalnik Opis
112671 Sodelovanje URSIV v nacionalnih in mednarodnih projektih na podrocju kibernetske varnosti.
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Skupine projektov
1544-21-S001 - Izgradnja zmogljivosti za informacijsko varnost

Opis skupine projektov

Skupina projektov vsebuje projekte investicij in investicijskega vzdrzevanja ter financiranje
zmogljivosti informacijske varnosti.

Neposredni ucinki:

C7748 - Tehni¢na opremeljenost URSIV
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Opis cilja
Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
110634 - Izvedena nabava URSIV % 2019 1,00 2020 100,00 100,00
tehni¢ne opreme 2021 51,00
2022 100,00 100,00
2023 100,00 75,00
2024 100,00 85,00
2025 100,00
2026 100,00
2027 100,00
112670 - Sekundarna lokacija URSIV 1 2025 0,00 2025 1,00
SIGOV-CERT 2026 1,00
2027 1,00

Obrazlozitev sprememb ciljnih vrednosti na kazalniku 112670 - Sekundarna lokacija SIGOV-
CERT

Rezervna lokacija SIGOV-CERT bo vzpostavljena v skladu z nacrtom.

Obrazlozitev sprememb ciljnih vrednosti na kazalniku 110634 - Izvedena nabava tehni¢ne
opreme

V letu 2027 je nacrtovana polna nabava potrebne tehni¢ne opreme na letni ravni.

Opisi kazalnikov

Kazalnik Opis
112670 Zagotovitev operativne sekundarne lokacije za potrebe delovanja SIGOV-CERT.

C7749 - Zagotavljanje operativne zmogljivosti SI-CERT
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti
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SI-CERT, ki deluje kot organizacijska enota ARNES, potrebuje za uspesSno izvajanje zakonsko
dolocenih obveznosti in zahtev, ki izhajajo iz EU direktive NIS 2, na voljo ustrezne kadrovske in
tehnoloske kapacitete. S sprejetjem ZInfV-1 se je tako nabor nalog kot tudi Stevilo zavezancev za
porocanje o incidentih povecalo. Poleg tega se trend in kompleksnost kibernetskih incidentov zadnjih
nekaj let krepi. SI-CERT poleg ustrezne kadrovske popolnitve, ki bo omogocala tudi izvajanje
dezurstev izven delovnega Casa, za izvedbo rednih nalog potrebuje tudi materialne pogoje in visoko
tehnolosko programsko opremo. NIS 2 zahteva tudi redundanco, kar pomeni, da mora imeti SI-CERT

vzpostavljeno in povsem opremljeno rezervno lokacijo.

Kazalniki
Kazalnik Vir ME Izh.
leto
110635 - Stevilo ARNES SI- &t 2019
zaposlenih SI-CERT CERT zaposlenih
110636 - Sekundarna ARNES SI- 1 2019
lokacija SI-CERT CERT

Izh.
vred.
8,00

0,00

Leto

2020
2021
2022
2023
2024
2025
2026
2027
2020
2021
2022
2023
2024
2025
2026
2027

Cilj.
vrednost
9,00

10,00
12,00
12,00
12,00
14,00
15,00

0,00

1,00
0,00
1,00
1,00
1,00
1,00

Dos.
vrednost
9,00
10,00
11,00
10,00
11,20

1,00
1,00
1,00
1,00
1,00

ObrazloZitev sprememb ciljnih vrednosti na kazalniku 110635 - Stevilo zaposlenih SI-CERT

Nacrtovana je postopna kadrovska popolnitev za zagotovitev minimalnih pogojev za izvajanje nalog
SI-CERT. V letu 2026 so potrebni viri za place ocenjeni na 747.000,00 EUR, v letu 2027 pa na

855.000,00 EUR.

ObrazloZitev sprememb ciljnih vrednosti na kazalniku 110636 - Sekundarna lokacija SI-CERT

Rezervna lokacija v Mariboru je bila sicer vzpostavljena ze pred leti, a bo potreben nakup nove opreme,

saj se je prejSnja ze amortizirala.

Ocena potrebnih virov za ta namen je 52.500 EUR v letu 2026 in 55.125 EUR v letu 2027 (5% letna

rast).

Opisi kazalnikov

Kazalnik Opis
110635 Stevilo zaposlenih na ARNES SI-CERT.
110636 SI-CERT vzpostavi rezervno lokacijo v Mariboru.

C9090 - Izvedba projekta SECIS

Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti
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Obrazlozitev posebnega dela - 2026

Kazalniki

Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost

113084 - Stevilo &lanov NCC-  stevilo 2025 0,00 2026 10,00

skupnosti NCC-SI SI subjektov 2027 20,00

2028 30,00

2029 40,00

113085 - Stevilo izvedenih projekt 2025 0,00 2026 3,00

projektov/leto 2027 4,00

2028 5,00

2029 6,00

Opisi kazalnikov

Kazalnik Opis
113084 Skupno Stevilo ¢lanov (podjetij, organizacij) v skupnosti NCC-SI.
113085 Stevilo projektov, ki jih letno izvaja NCC-SI.

C9091 - Izvedba projekta ALiEnS-SOC
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
113083 - Projekt ALiEnS-SOC % 2025 0,00 2026 50,00
izveden 2027 100,00

Opisi kazalnikov

Kazalnik Opis
113083 Polna izvedba projekta ALiEnS-SOC.

C9092 - Izvedba projekta ENDURANCE
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
113082 - Projekt EK, % 2025 0,00 2026 50,00
ENDURANCE izveden URSIV 2027 100,00

Opisi kazalnikov

Kazalnik Opis
113082 Polna izvedba projekta ENDURANCE.
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Obrazlozitev posebnega dela - 2026

C9093 - Izvedba projekta AKADIMOS
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
113081 - Projekt EK, % 2025 0,00 2026 50,00
AKADIMOS izveden URSIV 2027 100,00

Opisi kazalnikov

Kazalnik Opis
113081 Polna izvedba projekta AKADIMOS.

C9094 - Izvedba projekta CYSSDE
Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Izvedba Komunikacijske podpore za projekt CYSSDE v Sloveniji.

Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
113080 - Projekt CYSSDE URSIV % 2025 0,00 2026 100,00
izveden 2027 100,00

Opisi kazalnikov

Kazalnik Opis
113080 Polna izvedba projekta CYSSDE.

1544-26-S001 - NOO projekti URSIV

Opis skupine projektov

Skupina vkljucuje projekte, ki se financirajo s sredstvi iz Nacrta za okrevanje in odpornost (NOO).
Neposredni uéinki:

C9033 - Izvedba projekta SiQUID

Lastnik cilja: PU - 1544 (Urad Vlade Republike Slovenije za informacijsko varnost)

Prispeva k rezultatu: C7750 - Polno delovanje organov v sistemu informacijske varnosti

Izvedba NOO projekta SiQUID z vzpostavitvijo omrezja QCI in povezavo sedmih drzavnih organov
na Sestih lokacijah.
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Obrazlozitev posebnega dela - 2026

Kazalniki
Kazalnik Vir ME Izh. Izh. Leto Cilj. Dos.
leto vred. vrednost vrednost
113055 - Vzpostavljeno URSIV % 2025 0,00 2026 100,00
omrezje QCI

Opisi kazalnikov

Kazalnik Opis
113055 Vzpostavljeno omrezje kvantne komunikacijske infrastrukture in vanj povezano sedem vladnih
organov na Sestih lokacijah.
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